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INTRODUCTION

Pimpmycard Sports Cards Kft. (5000 Szolnok, Dr. Durts János utca 32. , tax number:
 32051995-1-16 , company number: 16-09-021029 ), (hereinafter: Service-provider, Data
processor) submits to the following policy.
The following Privacy Policy is provided in line with REGULATION (EU) 2016/679 of
the EUROPEAN PARLIAMENT AND COUNCIL of 27 April 2016 on the protection of
natural  persons with regard to the processing of personal data and on the free
movement of such data, and repealing Directive 95 /46/EC (General Data Protection
Regulation.
This  Privacy  Policy  regulates  the  data  processing  of  the  following  websites:
https://www.pimpmycardsc.com
T h i s  P r i v a c y  P o l i c y  c a n  b e  f o u n d  o n :
https://731531.myshoptet.com/adatvedelmi-iranyelvek/
Modifications  to  the  Privacy  Policy  become effective  when they  appear  on  the
webpage above.
THE DATA CONTROLLER AND CONTACT INFORMATION:
Name: Pimpmycard Sports Cards Kft.
Seat: 5000 Szolnok, Dr. Durts János utca 32.
E-mail: pmycard@gmail.com
Telephone: +36302319478



EXPLANATORY TERMS

1. “personal data”: any information relating to an identified or identifiable natural
person ("data subject"); identifiable by a natural person who, directly or indirectly, in
particular by virtue of one or more factors such as name, number, position, online
identification or physical, physiological, genetic, intellectual, economic, cultural or
social identity of the natural person identified;
2. “data management”: the totality of any operation or operations carried out in an
automated or non-automated manner on personal data or data files, such as
collecting, recording, organising, tagging, storing, modifying or modifying, querying,
inspecting, using, communicating, distributing or otherwise making available,
aligning or linking, limiting, deleting or destroying personal data;
3. “data controller”: any natural or legal person, public authority, agency or any other
body that determines the purposes and means of handling personal data
individually or with others, where the purposes and means of data processing are
defined by EU or national law, the data controller or the particular aspects of the
designation of the data controller may also be defined by EU or national law;
4. “data processor”: any natural or legal person, public authority, agency or any other
body that manages personal data on behalf of the data controller;
5. “recipient”: a natural or legal person, a public authority, agency or any other body
with whom or with which personal data is communicated, whether or not it is a third
party. Public authorities which have access to personal data in an individual
investigation in accordance with EU or national law shall not be considered
recipients; the management of those data by those public authorities must comply
with the applicable data protection rules in accordance with the purposes of data
management;
6. “the contributor concerned”: a voluntary, specific and appropriate informed and
explicit statement of the will of the person concerned by which he or she expresses
the statement or confirmation by means of an inadvertent act of affirmation that he
or she has consented to the processing of personal data concerning him or her;
7. “data protection incident”: a security breach resulting in accidental or unlawful
destruction, loss, alteration, unauthorized disclosure or unauthorized access to
personal data transmitted, stored or otherwise treated.



The Principles Of Personal Data Management

Personal data:
1. must be legally and fairly handled and transparent to the person concerned
("lawfulness, fairness and transparency");
2. is collected for specified, clear and legitimate purposes and is not treated in a
manner incompatible with these purposes; in accordance with Article 89 (1), no
further data handling ("end-use") for purposes of public interest archiving for
scientific and historical research purposes or for statistical purposes that shall be
considered incompatible with the original purpose;
3. must be appropriate and relevant to the purposes of data management and
should be limited to the need ("saving of the data");
4. must be accurate and, if necessary, up-to-date; all reasonable measures must be
taken to correct or correct inaccurate personal data for the purposes of data
management ("accuracy");
5. must be stored in a form that permits the identification of the data subjects only
for the time needed to manage the personal data; the retention of personal data
may only take place if the personal data are processed in accordance with Article 89
(1) for public interest archiving, for scientific and historical research purposes or for
statistical purposes, in accordance with the rights and subject to appropriate
technical and organisational measures for the protection of their freedoms ("limited
storage");
6. shall be managed in such a way as to ensure adequate security of personal data,
including the protection against unauthorised, unlawful, unintentional, loss or
destruction of data ("integrity and confidentiality") by means of appropriate
technical or organisational measures.
The Data Controller is responsible for the above, and must be able to demonstrate
compliance ("accountability").
The Data Controller declares that data management is carried out in accordance
with the principles set out in this section.



Data management related to the webshop
operation/use of service

Fact of data collection, the range of managed data and the aim of data1.
management:

Personal data Aim of data
management

Legal Basis

Username Identification, enabling
registration.

 
 
 
 
Article 6 (1) (b) GDPR
and 13 / A. (3) of Act
on E-commerce.

Password It is for secure access to
the user account.

First name and last name
It is necessary for you to
contact, to purchase and
to issue a regular invoice.

E-mail address It is necessary for contact.

Telephone

It is necessary for contact
and more efficient
matching of billing or
shipping issues.

Billing name and address The issuance of a regular
invoice, the creation of
the contract, the
definition, modification,
fulfillment of the contract,
the billing of the charges
arising therefrom and the
enforcement of the
related claims.

 
 
Article 6 (1) (c) and
Article 169 (2) of Act
C of 2000 on
Accounting

Delivery name and
address Allowing home delivery.

 
Article 6 (1) (b) GDPR
and 13 / A. (3) of Act
on E-commerce.

The date of purchase /
registration.

The fulfillment of
techincal operation.

The IP address at the
time of purchase /
registration.

The fulfillment of
techincal operation.

It is not necessary for the username, nor the email address to contain any personal
data.
2. Range of Customers: Everybody registered/making a purchase on the website.
3. Duration of data handling, deadline for data deletion: If one of the conditions set
out in Article 17 (1) of the GDPR is met, the person concerned shall continue to apply
for cancellation. Any deletion of any personal data provided by the data subject shall
be communicated to the data subject electronically in accordance with Article 19 of
the GDPR. If the data subject's cancellation request also covers the email address
specified by him / her, the data manager will also delete the email address after the



notification. Except in the case of accounting documents, under § 169 (2) of Act C of
2000 on Accounting, these data must be retained for eight years.
The accounting document (including general ledger accounts, analytical and
accounting records) supporting the accounts directly and indirectly must be kept in
a legible form for at least 8 years, retrievable by reference to the accounting
records.
4. Possible persons working as Data Controllers that are entitled to know the
data, the recipients of personal data: Personal data may be handled by the sales
and marketing staff of the Data Controller, respecting the above principles.
5. Rights of data subjects involved in data management:

The data subject may apply to the data controller for access to, correction,
deletion or limitation of the personal data concerning him, and
the data subject has the right to data storage and to withdraw the consent at
any time.

6. It is possible to initiate, delete, modify or restrict access to personal data,
transferability of data, and objection to data processing in the following ways:

By post at the address: 5000 Szolnok, Dr. Durts János utca 32.  
Via e-mail: pmycard@gmail.com 
By telephone: +36302319478  

7. Legal basis for data management:
7.1. Article 6 (1) (b) and (c) of the GDPR,
7.2. In accordance with the CVIII Act of 2001 on certain aspects of electronic
commerce services and information society services, (hereinafter referred to as Act
on E-commerce) 13 / A. Section (3):
The service provider may manage the personal data that is technically necessary
for the provision of the service in order to provide the service. The Service Provider
shall, in the event that the other conditions are identical, select and in any case
operate the tools used in the provision of the information society service in such a
way that personal data will be processed only if it is strictly necessary for the service
however, in this case only to the extent and for the time necessary.
7.3. Article 6 (1) (c) in the case of an invoice in accordance with accounting legislation.
7.4. In the event of the claim arising from the contract, Act V of 2013 on the Civil Code
6:21. § 5 years.
6:22. § [Limitation]
(1) Save as otherwise provided in this Act, claims shall expire in five years.
(2) The limitation period begins when the claim becomes due.
(3) An agreement to change the limitation period shall be in writing.
(4) The limitation period is null and void.
8. Please be advised



that data management is required for the performance of the contract and
for the submission of an offer.
It is required to provide personal information so that we can fulfill your order.
Failure to provide data will mean that we will not be able to process your order.



Newsletter, DM activity

1. According to § 6 of Act XLVIII of 2008 on the fundamental conditions of economic
advertising activity the Customer may give consent in advance to the Service
Provider for sending him/her advertisements and other consignments via the
addresses given at registration.
2. Furthermore, the Customer may give consent to the Service Provider for
managing the personal data for sending advertisements bearing in mind the
regulations of the present guide.
3. The Service Provider shall send no unwanted advertisements and the Customer
has the option to unsubscribe to the sending of advertisements without any
limitations and without having to provide justification. In such case, the Service
Provider shall delete all information – required for sending the messages – from the
register and send no further offers. Customer can unsubscribe from receiving
advertisements by clicking on the link in the message.
4. The fact of data collection, range of managed data and the aim of data
management:
Personal data Aim of data

management
Legal basis

Name, e-mail address.
Identification, admit of
subscription on the
newsletter.

The consent of the
data subject,
Article 6 (1) (a)
Section 6 (5) of the
Act XLVIII. On the
basic conditions and
certain limitations of
the economic
advertising activity.

Date of subscription The fulfillment of
technical operation.

IP address at the time of
subscription

The fulfillment of
technical operation.

5. Stakeholders: All stakeholders who subscribe to the newsletter.
6. The aim of data collection: sending electronic messages (email, text message,
push notification) containing advertisements to the Customer giving information on
actual products, discounts, new functions, etc.
7. The time period of data management and the deadline of deletion of data: until
the withdrawal of the consent, i.e. unsubscribing from the newsletter.
8. The potential data managers entitled to know the data, the recipients of personal
data: Personal data can be managed by the sales and marketing staff of the data
manager in respect for the above principles.
9. Rights of data subjects involved in data management:

The data subject may apply to the data controller for access to, correction,
deletion or limitation of the personal data concerning him or her, and
may object to the handling of such personal data as well
the data subject has the right to data storage and to withdraw the consent at



any time.

10. It is possible to initiate, delete, modify or restrict access to personal data,
transferability of data, and objection to data processing in the following ways:

By post at the address: 5000 Szolnok, Dr. Durts János utca 32.  
Via e-mail: pmycard@gmail.com 
By telephone: +36302319478  

11. The users are free to unsubscribe from the newsletters at any time, with no cost.
12. We inform you
that
• Data management is based on your consent.
• You must provide personal information so that we can respond to the message.
• Failure to provide data has the consequences of not being able to complete your
request.
• We inform you that you can withdraw your consent at any time by clicking on
unsubscribe.
• Withdrawal of consent does not affect the legality of the consent-based
prerevocation data management.



Complaint handling

 The fact of collecting data, the scope of the data processed and the aim of1.
data management:

Personal data Aim of data
management

Legal basis

First name and last
name Identification, contact.

 
Article 6 (1) (c) and
Act 17 / A. (7) of CLV
1997 on Consumer
Protection.

E-mail address Keeping contact.
Telephone Keeping contact
Name and address for
invoice

Identification, handling
quality concerns, issues,
and issues with the
ordered service.

2. Range of Customers: Anyone who buys on the website and makes a valid
complaint about the quality.
3. Time of data handling, deadline for data deletion: Copies of the record of the
objection, of the transcript and of the response thereto shall be given in accordance
with the CLV of 1997 on Consumer Protection. Act 17 / A. Section 7 (7) of this Act shall
be retained for five years.
4. Possible data controlelrs entitled to know the data, the recipients of personal
data: Personal data can be managed by the sales and marketing staff of the Data
Controller in respect for the above principles.
5. Rights of data subjects involved in data management:

The data subject may apply to the data controller for access to, correction,
deletion or limitation of the personal data concerning him, and
The data subject has the right to data storage and to withdraw the consent at
any time.

6. You may initiate access, deletion, modification, or limitation of the handling of
personal data, and the portability of data in the following ways:

By post at the address:  5000 Szolnok, Dr. Durts János utca 32.  
Via e-mail: pmycard@gmail.com
By telephone: +36302319478

7. We inform you that:

the provision of personal data is based on a legal obligation.
The processing of personal data is a prerequisite for concluding a contract.
be obliged to provide personal information to handle your complaint.
Failure to provide data has the consequence that we will not be able to handle
your complaint.





Use of Cookies

1. Webshop-specific cookies are so-called "password-protected session cookies",
"shopping cart cookies", and "security cookies", "Cookies required", "Functional
cookies", and "Cookies that are responsible for managing the stats of a website”, that
require no prior consent from users.
2. The fact of data handling, the range of data processed: Unique identification
number, times, dates.
3. The range of customers: All the people who visiting the website.
4. Aim of data management: Identifying users, to register your "shopping cart" and
tracking visitors.
5. Term of data management, deadline for deletion of data:

Type of cookie Legal basis for data handling Duration of data
management

Session cookies
 

Article 6 (1) point f) of the GDPR.
The legitimate interest of the data
controller is to operate the website, to
ensure the functionality and basic
functions of the website, and the security
of the computer system.

The relevant
session until the end
of a visitor's session

Permanent or
saved cookies

Article 6 (1) point f) of the GDPR.
The legitimate interest of the data
controller is to operate the website, to
ensure the functionality and basic
functions of the website, and the security
of the computer system.

until the affected
person is deleted

Statistical
cookies Article 6 (1) point a) of the GDPR 1 month - 2 years

6. The potential data managers entitled to know the data: With the use of cookies
the service provider does not manage personal data.
7. Giving information on the rights of the Customers related to data management:
Customers can delete cookies in the Tools/Settings menu of the browser generally at
the menu item Data protection.
8. Legal basis of data management: No consent is required if the sole purpose of the
use of cookies is the communication service provided through the electronic
communications network or the provision of information society services expressly
requested by the subscriber or user.
9. Most browsers that our users use allow you to set which cookies to save and allow
(specified) cookies to be deleted again. If you restrict or save third-party cookies on
specific websites, this may in some circumstances result in our website not being
fully usable. Here is information on how to customize cookie settings for standard
browsers:
Google Chrome: https://support.google.com/chrome/answer/95647?hl=en
Edge / Internet

https://support.google.com/chrome/answer/95647?hl=en


Explorer: https://support.microsoft.com/en-us/windows/delete-and-manage-cookies
-168dab11-0753-043d-7c16-ede5947fc64d
Firefox: https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-firefox
Safari: https://support.apple.com/guide/safari/manage-cookies-sfri11471/mac

https://support.microsoft.com/en-us/windows/delete-and-manage-cookies-168dab11-0753-043d-7c16-ede5947fc64d
https://support.microsoft.com/en-us/windows/delete-and-manage-cookies-168dab11-0753-043d-7c16-ede5947fc64d
https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-firefox
https://support.apple.com/guide/safari/manage-cookies-sfri11471/mac


RECIPIENTS, ADDRESSED WITH THE PERSONAL DATA

„Recipient”: means any natural or legal person, public authority, agency or any other
body with which personal data are disclosed, whether or not a third party is involved.



Data processors (who are managing data in the name
of the data manager)

The Data Controller places great emphasis on using only data processors who either
provide adequate guarantees to implement data management in compliance with
GDPR requirements and to ensure adequate technical and organizational measures
to protect the rights of stakeholders.
The data processor and any person acting under the control of the controller or the
data processor who has access to personal data shall treat the personal data
contained in these rules only in accordance with the instructions of the controller.
The controller is responsible for the data processing activities. The data processor is
only liable for damages caused by data management if he or she has not complied
with the obligations specified in the GDPR specifically for processors, or if the data
controller has ignored or acted contrary to the lawful instructions of the data
controller.
There is no substantive decision-making on data processing by the data processor.
The data controller can use a hosting provider to deliver the IT back-office, as well as
a courier service to deliver the ordered products as a data processor.
Particular data processors
Data management
activity Name, address, contact

   
Storage-provider Shoptet Kft.

Székhely:Budapest, Kacsa u. 15-23, 1027
Telefon: 06 70 792 0527
E-mail: info@shoptet.hu
Honlap: shoptet.hu

Data processer used
during the data
management

Billingo
Cég: Billingo Technologies Zártkörűen Működő
Részvénytársaság
Honlap: https://www.billingo.hu/
Email: hello@billingo.hu
Telefon: +36-1/500-9491

   

mailto:info@shoptet.hu
https://www.shoptet.hu//


Transmission of data to third parties

„third party” means any natural or legal person, public authority, agency or any other
body which is not the same as the data subject, the controller, the data processor or
the persons empowered to process personal data under the direct control of the
controller or processor; they got;
Third-party data controllers, in their own name, manage their personal data in
accordance with their own privacy policies.


